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SECRET SIGNALING SYSTEM WITH MEANS FOR 
PREVENTING KEY DISCLOSURE 

The present invention relates to secret signaling such 
as secret telephony in which the secrecy is dependent 
upon use of a secret key and in which the problem 
arises of preventing the escape of information regard 
ing the key, as might happen, for instance, if the same 
key were used for both sending and receiving at differ 
ent stations and some of the waves corresponding to 
zero signal were allowed to be sent out from one station 
while the other station is talking. 

It is necessary in so-called conference connections 
where three or more stations carry on a conversation 
with one another to be able to use a key at each of the 
three (or more) stations which can be duplicated for 
receiving purposes at each of the other stations. The 
simplest way to do this, of course, is to use the same key 
at all stations for both sending and receiving. Even 
where a TR switch is used and each station is normally 
held in its R (receiving) condition and only switched to 
its T (transmitting) condition when speech is to be sent 
out, it may happen that two stations will both start 
talking at once. When this occurs there will be short 
intervals between words or syllables when pure key is 
sent from one of the stations while speech is sent from 
another, giving an opportunity for a monitoring station 
to, in effect, subtract one transmitted wave from the 
other and perhaps obtain a clue to the key. 
The general object of the invention is to facilitate 

intercommunication between stations using a key for 
making the transmission secret without permitting the 
escape of information as to the key in use. 
A further object is to produce a modi?cation in or 

variation of the key wave that is sent from a station 
whenever the signal has zero value. 
A further and related object of the invention is to 

disguise or alter in individual manner the key that is 
sent out from each station during the pauses in speech 
or between syllables so that a different key is sent out 
from each station during such pauses. 
Other and related objects of the invention and its 

various features will appear more fully from the follow— 
ing detailed description taken in connection with the 
drawing in which: 
FIGS. 1 and 2 show in block schematic diagram form 

how a control station may be used in connection with 
outlying stations for conference conversations; 
FIG. 3 is a block diagram of a transmitting station 

suitable for use as an outlying station in a system of the 
type shown in FIG. 1 for example; 
FIG. 4 is a similar diagram of the receiving station 

that may be used in conjunction with the transmitting 
station of FIG. 3; 
FIGS. 5 and 6 show respectively in similar block 

schematic form an alternative type of transmitting and 
receiving station; and 
FIGS. 7A, 78, 8A and 8B are block schematics of 

modi?ed types of stations. 
In the system of FIG. 1 it is assumed that any one of 

several outlying stations, of which two are indicated at 
A and at B, may communicate with any one or more of 
the others through the medium of a centrally located 
control station. Each outlying station operates only to 
and from the control station. Conversations between 
two outlying stations such as A and B, therefore, pass 
through the control station. Two radio frequencies are 
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required, one for transmission from the control station 
to the outlying stations and another for transmission 
from all of the outlying stations to the control station. It 
is necessary that there be two frequencies since the 
radio transmitter and receiver at the control station 
must be simultaneously operative. 
The general plan of an outlying station is similar to 

that of the control station except that at the latter sta 
tion the voice frequency circuits are bridged on to a 
through connection from the radio receiver to the radio 
transmitter. TR switches, referred to sometimes as 
push-to-talk switches, are shown at each station at T 
and R. At each outlying station these switches are so 
placed as to interrupt the radio branches while in the 
control station they interrupt the audio branches. A 
source of duplicate key currents is used at each station 
for both coding outgoing speech and decoding incom 
ing speech. In FIG. I it is assumed that the same key 
currents are used at each station for both sending and 
receiving. Phase shifters It) and II are interposed in 
the connections between the source of key waves at 
each station and the secrecy apparatus. The devices 10 
are used to advance the phase of the key currents that 
are applied to the transmitting secrecy apparatus while 
the devices II are used to retard the phase of the key 
currents that are applied to the receiving secrecy appa 
ratusnln this way full compensation can be made for 
the effects of transmission path delays between stations 
so far as their effects upon synchronizing the key wave 
sources is concerned. 
At each station the T and R switches are mechani 

cally tied together so that whenever T is closed R is 
opened and vice versa. The normal condition at each 
station is for T to be open and R closed. If station A is 
to talk to station B, the T switch at station A is closed 
and the R switch at that station is opened. Speech spo 
ken into microphone I2 is enciphered in secrecy trans 
mitter 13 by use of key currents from key source 14 (in 
a manner to be more fully disclosed hereinafter) and 
the coded speech is impressed upon the radio transmit 
ter 15, is sent out thereby and is picked up on the radio 
receiver 16 of the control station. Thence it is sent out 
over radio transmitter 17 to the radio receiver 18 of 
station B, and, since the R switch thereat is normally 
closed, is sent into the secrecy receiver 19 where it is 
deciphered by means of key waves from source 20 
which are in proper phase coincidence with the re 
ceived waves to permit of proper decoding. The recov 
ered normal speech waves are heard in receiver 21. 
For transmitting in the opposite direction, from sta 

tion B to station A an analogous path is used through 
22, T, 23, I6, 17, 24, R and 25 and 26. , 

In either case the control station can monitor the 
conversation by means of its own receiving secrecy 
apparatus 28 or can talk to the outlying stations over its 
transmitting secrecy apparatus 29 and radio transmitter 
17, by placing its T and R switches in the appropriate 
positions. Key wave source 30 supplies the necessary 
key currents at the control station for enciphering and 
deciphering. 
Thenature of the secrecy transmitting and receiving 

apparatus will be disclosed hereinafter in connection 
with the more detailed ?gures. 
By using a common control station for a group of 

outlying stations, the problems of synchronizing the 
key currents at the various stations is solved each outly 
ing station only needs to transmit to and receive from 
one station, the control station, even though a confer 












